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EXECUTIVE SUMMARY

Telehealth presents one strategy to help achieve the triple aim of better health care, improved health outcomes and lower costs. It is widely acknowledged for its potential to ameliorate health care workforce issues by creating efficiencies and extending the reach of existing providers. With the potential to overcome access barriers, telehealth is also viewed as a means to reduce health disparities for aging and underserved populations, as well as reduce costs and burdens for patients.

Telehealth is a tool that capitalizes on technology to remotely provide health services. The federal Health Resources and Services Administration (HRSA) defines telehealth as “the use of electronic information and telecommunication technologies to support and promote long-distance clinical health care, patient and professional health-related education, public health, and health administration.” It encompasses health-related services, including patient education, provider consultation and training, and remote care and home monitoring.

The adoption and expansion of telehealth across the nation poses various challenges, some of which present policy questions for state leaders. This report focuses on the following three primary policy issues related to telehealth.

- **Coverage and Reimbursement:** Differences in payment and coverage for telehealth services in the public and private sector, as well as different policies across states, remain a barrier for widespread telehealth use. States have enacted various policies related to Medicaid, and in many cases, private payers. State policy typically determines what constitutes telehealth; the types of technologies, services and providers that are eligible for reimbursement; where telehealth is covered and how; and other guidelines.

- **Licensure:** With technology’s ability to span state borders, provider licensure portability is a key issue that states are examining to expand access and improve efficiency in the existing workforce. Policymakers are addressing practice across state lines through various mechanisms, including reciprocity with other states and interstate compacts.

- **Safety and Security:** Ensuring safe telehealth encounters for patients, as well as privacy and data security, has become an increasingly important issue as telehealth has grown. Some states are ensuring patient safety by defining which services are appropriate to be delivered remotely, creating guidelines for establishing a patient-provider relationship and mandating certain informed consent requirements.

Policymakers are working to craft frameworks that capitalize on the benefits of telehealth, while maintaining an appropriate level of oversight to safeguard state investments and ensure effective health care delivery and health outcomes.

Legislators can ask questions to learn more about benefits, opportunities and challenges related to telehealth in their states. Leaders can guide policy discussions that center on telehealth as a way to extend existing health care services.

In considering telehealth policies, legislators may want to convene a variety of stakeholders from all sectors and perspectives. Policymakers modifying or creating policies may consider the level of oversight needed to ensure that services are effective in terms of costs and outcomes, and balance those needs with potential unintended consequences or future hurdles as telehealth continues to develop. Reimbursement, licensure and patient safety—along with new challenges and opportunities—will continue to be issues for state leaders to consider.
POLICY CHECKLIST

Legislators may wish to explore these areas when examining telehealth policies.

- **Examine existing policies** related to telehealth reimbursement and coverage in your state. Ask questions such as: Which providers can be reimbursed? For which services and telehealth modalities? Where must a provider or patient be located to ensure payment or coverage? What other policies affect coverage and reimbursement?

- **Consider existing definitions** of telehealth, and to what extent they may enable or constrain telehealth. Explore other states’ definitions; weigh benefits and obstacles to promoting consistent language across states to help standardize telehealth.

- **Look at Medicaid and state employee reimbursement policies** and, if appropriate, consider expanding covered services.

- **Evaluate the benefits of telehealth expansion** within the context of other state needs. Consult with stakeholders and/or consider studying the potential initial costs associated with increased service utilization versus other state budget needs and the potential to save money in the future.

- **Work with private carriers** to determine if private payer requirements would help promote telehealth in your state. If so, consider the level and requirements of parity.

- **Consider the role for legislation** related to licensure and workforce issues in telehealth. Consult with stakeholders, including provider boards, providers, payers (who are responsible for creating adequate networks) and consumers. Consider language in legislation to help provide appropriate guidance to boards.

- **Look at current workforce or access gaps** and consider ways to facilitate coverage through telehealth. Assess opportunities for allowing providers to practice across state lines, including reciprocity or joining interstate compacts.

- **Assess the role of licensure** in existing or new payment and delivery reforms. If applicable to your state, examine ways to streamline licensure.

- **When creating legislation, consider language** that includes or can apply to all provider types, including those who may provide telehealth services in the future.

- **Study existing statutes** to see whether and where clarity might be needed to help guide safe telehealth policies and practices. For example, look at definitions of patient-provider relationships or examinations, and consult with stakeholders about changes or considerations.

- **In looking at existing or new legislation, balance the constraints** being placed on telehealth with the need to safeguard patient safety and security.

- **Examine how data are collected** on health care services delivered by telehealth. Data collection that includes a telehealth-specific identifier for billing helps in evaluating programs and in monitoring for fraud and abuse.
OVERVIEW

Telehealth offers one potential strategy to help achieve the triple aim of better health care, improved health outcomes and lower costs. States spend a significant portion of their dollars on health care, and despite a recent slowdown, new projections estimate that health care spending in the United States will increase by an average of 5.8 percent per year from 2014 to 2024. While examining cost drivers, state leaders are looking to leverage resources in a cost effective manner that improves health for the population.

Telehealth is a tool—or means—of delivering care that capitalizes on technology to remotely provide health care and other health services. It brings the services directly to the patient, changing the way patients and their families can interact with providers and the health care system.

With this mechanism for care delivery on the rise, many advocates and experts believe telehealth will continue to grow and gain acceptance. Use of telehealth services is expected to grow from 250,000 patients in 2013 to 3.2 million patients in 2018. This trend is playing out in state legislatures, as more than 200 telehealth-related bills were introduced in 42 states in 2015. State leaders are grappling with how to leverage the potential of telehealth while also ensuring appropriate use, health outcomes and safety. This report describes some of the trends and issues in state telehealth policies, and key considerations for lawmakers.

The roots of telehealth have been linked to innovative ideas from the late 1800s and early 1900s, as evidenced in an 1879 Lancet article that cited using the telephone to reduce unnecessary office visits. Over the past few decades, telehealth has been largely viewed as a means to reach rural communities, which typically face additional barriers to accessing care, such as fewer providers and greater travel distances. However, telehealth is increasingly being viewed more broadly as a way to reach multiple populations in different settings and to address various health care issues.

Telehealth is widely acknowledged for the po-
facsimile transmissions, unsecured email, or a combination thereof do not constitute telemedicine services."

- **Minnesota** Statute § 62A.671: "‘Telemedicine’ means the delivery of health care services or consultations while the patient is at an originating site and the licensed health care provider is at a distant site. A communication between licensed health care providers that consists solely of a telephone conversation, email, or facsimile transmission does not constitute telemedicine consultations or services. A communication between a licensed health care provider and a patient that consists solely of an email or facsimile transmission does not constitute telemedicine consultations or services. Telemedicine may be provided by means of real-time two-way, interactive audio and visual communications, including the application of secure video conferencing or store-and-forward technology to provide or support health care delivery, which facilitate the assessment, diagnosis, consultation, treatment, education, and care management of a patient’s health care."

- **Nevada** AB 292 (2015): "‘Telehealth’ means the delivery of services from a provider of health care to a patient at a different location through the use of information and audio-visual communication technology, not including standard telephone, facsimile or electronic mail."

Sources: Center for Connected Health Policy; NCSL

Telehealth can increase health care access in other ways, including, for example, the ability to access care outside typical provider office hours or in different settings such as homes, long-term care facilities, schools, workplaces or prisons. By improving access to lower-cost primary and necessary specialty care, telehealth could provide timely, accessible care in lower-cost environments and help reduce expensive emergency room (ER) visits. For older people, telehealth may assist family caregivers, support aging in place and reduce institutional care. And certain telehealth modalities may be especially helpful in managing chronic conditions at home, thereby reducing ER and hospital readmissions.

The possibility to improve health, along with consumer demand for convenience, is also a driving factor for many health leaders and providers to invest in telehealth programs. For example, 74 percent of consumers reported that they were likely to use online services.

**EFFECTIVENESS AND VALUE**

Telehealth can help achieve the goals of the triple aim—improving care, bettering health and lowering costs—by improving access to appropriate, lower-cost services, such as timely primary or specialty care, or through lower-cost settings, including clinics, homes or workplaces. For example, it is viewed as a beneficial tool to support patients and family caregivers in home health care for older Americans, who are a growing population and account for about 75 percent of health care costs. The Centers for Medicare and Medicaid Services (CMS) notes...
TELEHEALTH APPLICATIONS

Four modes, or modalities, are typically included in the definition of telehealth. The first three are most often seen in states’ policies, whereas mobile health is less common in policies, but is a rapidly growing field.

- **Real-time or Live Video:** Real-time or synchronous audio and video communication between a patient (and/or family member) and provider; e.g., visiting with a specialty care provider in real time over video.

- **Store and Forward:** Transmission of data, images, sound or video from one care site to another; e.g., tele-radiology or teledermatology, where images are sent to specialists for evaluation.

- **Remote Patient Monitoring:** Services in which a patient’s vital signs and other data are collected at home or outside a clinic and transferred to a provider for monitoring and response, if needed; e.g., at-home monitoring of patients with diabetes or blood glucose levels and other vital signs.

- **mHealth (mobile health):** Health education, information or public health services provided by a mobile device; e.g., health education applications (apps) on cell phones, wearable devices or reminders to take medications. This area is much broader than the prior three modalities, and is still developing.

Telehealth is often associated with increasing access to primary care services. However, it includes, but is not limited to, numerous other applications such as:

- Acute care, such as trauma, telestroke and tele-ICU programs
- Chronic care management
- Behavioral health care, such as telepsychiatry
- Long-term services and supports
- Home health care
- Dental care
- Specialty medical services, such as dermatology and radiology

For more information on specific uses of telehealth, please see resources such as the American Telemedicine Association’s case studies.
that telehealth is viewed as a cost-effective alternative to traditional service delivery.8

Telehealth is often cited as effective for providing comparable—or no difference in—patient care and outcomes compared to traditional care delivery. The American Telemedicine Association, a telehealth advocacy organization, suggests that much of the research has found care provided through telehealth to be comparable to in-person care without differences in the ability to obtain necessary information, make a diagnosis or develop a treatment plan.9 A recent review of 93 randomized control trials—the gold standard of research—found similar or better outcomes through telehealth alone or telehealth with usual care, as compared to usual care alone, for patients with a variety of health issues.10 The findings were primarily related to patients with heart failure and diabetes, but some evidence supports comparable outcomes in areas such as mental health and dermatology.

In terms of clinical outcomes and cost effectiveness, many note that more research is needed. The review of randomized control trials concluded that effectiveness of telehealth may depend on different factors, including patient population (e.g., disease or condition), how telehealth is used (e.g., clinical visit, remote monitoring), and the health care providers or systems involved in delivering telehealth. The review noted that limited data were available on patient and provider satisfaction, as well as costs. Similarly, a stakeholder group convened by the Center for Connected Health Policy concluded that “larger, longer, more rigorously designed controlled studies” were needed to better evaluate telehealth.11

Many of the peer-reviewed, rigorous studies of telehealth cost effectiveness are only recently emerging,12 and there are multiple challenges associated with measuring and making generalized conclusions about cost effectiveness. The studies in this field are each limited to different telehealth modalities, settings, diseases or conditions, or patient groups.13 This makes it difficult to make a broad statement about cost effectiveness in telehealth as a whole. The rapid pace of technological change in the field,14 as modalities and use change, also create challenges to keeping the research relevant.

Researchers, states and other groups are trying to measure the effects of telehealth on costs. For example, among 12 peer-reviewed studies published since 2007, most of the research found cost savings or no difference in telehealth compared to traditional care delivery (see box on page 10 for examples).15 In addition, in a report required by legislation, Maryland’s Department of Health and Hygiene found that Medicaid expenditures using a “hub and spoke” telemedicine model could increase costs for the state between $500,000 and $700,000 through increased service use. The report also suggested that the projected increases were relatively small and would likely be offset by the reductions in ER visits and transportation costs. In a different context, an analysis of various private payer data found cost savings of approximately $126 for each commercial telehealth visit, compared to in-person acute care.16 It also estimated that Medicare could save around $45 per telehealth visit.

Data on outcomes and cost effectiveness are vital to policymakers seeking to invest state resources wisely and will continue to be important moving forward. State leaders can support collecting and measuring data on telehealth services to help strengthen the evidence base. Relevant data may include service, cost and health information found in claims data, pharmacy records and patient medical records. Even data from remote patient monitoring or wearable electronics (such as activity trackers) may provide valuable information. Data analytics, including a comprehensive strategy for collecting and using data among multiple health care stakeholders, is increasingly important to understand cost drivers and manage the population’s health. State reforms, including alternative payment and delivery models, will also likely have implications for the use, outcomes and costs associated with telehealth. Policymakers may wish to consider the roles of telehealth, along with availability and integration of data, when examining system reforms.
**EMERGING COST-EFFECTIVENESS RESEARCH**

Some newer studies related to cost effectiveness in telehealth have found comparable costs or cost savings compared to traditional care delivery.

A study of a private nursing home chain that switched from on-call physicians to telemedicine physician coverage during off-hours looked at hospitalizations and the level to which nursing homes were engaged in telehealth service. Among other things, the researchers found that facilities that used telehealth to a greater extent realized a significant decline in hospitalizations. They found the average savings to Medicare would be $151,000 per nursing home per year for the more engaged facilities. The authors also acknowledge that Medicare better incentivizes reducing hospitalizations, while nursing homes may have a financial disincentive to invest in telehealth to prevent hospitalizations for long-term Medicaid patients. This is because, instead of Medicaid payments, the facility will often receive a higher skilled-nursing benefit from Medicare when patients return post-hospitalization.

An analysis of a Veterans Health Administration chronic disease management program that included care coordination with home telehealth monitoring devices to help veterans age in place and prevent nursing home admissions found positive results. The findings included that the care coordination home telehealth group, in comparison to the usual care group, had significantly lower health care costs and smaller increases in Medicare costs. The group also had a greater increase in pharmacy costs attributed to better medication management and adherence. These findings built on a 2008 study, which found a 25 percent reduction in numbers of “bed days,” a 19 percent reduction in hospital admissions, and a cost of $1,600 per patient per year, substantially less than other non-institutional care programs and nursing home care.

An evaluation of the Hospital at Home model to serve aging Medicaid and Medicare patients with chronic diseases also found benefits for the telehealth group. The Hospital at Home group had a telehealth unit in the home and a remote telehealth nurse to monitor conditions, as well as more extensive services such as physician and nurse visits. The study found 19 percent cost savings, similar outcomes and higher patient satisfaction in Hospital at Home, compared to similar inpatients.

**POLICY ISSUES**

Telehealth adoption and expansion across the nation bring various challenges, some of which present policy questions for state leaders. For example, lack of broadband and cellular connectivity, and availability and affordability of devices for consumers and providers can hinder telehealth. The telehealth field is changing rapidly, and in some cases, technology may be getting ahead of policy. Policymakers are working to craft frameworks that capitalize on the advancements and potential for telehealth, while maintaining an appropriate level of oversight to safeguard state investments and ensure effective health care delivery and their constituents’ health outcomes.

This report focuses on the following three primary policy issues related to telehealth often cited by advocates, providers and lawmakers.

- **Coverage and Reimbursement**: Differences in payment and coverage for telehealth services in the public and private sector, as well as different policies across states, remain a barrier for widespread telehealth use.

- **Licensure**: With technology’s ability to span state borders, provider licensure portability is a key issue that states are examining to expand access and improve efficiency in the existing workforce.

- **Safety and Security**: Ensuring safe telehealth encounters for patients, as well as privacy and data security, has become an increasingly important issue as telehealth has grown.

**COVERAGE AND REIMBURSEMENT**

Coverage and payment are important pieces for all parties involved in telehealth. Health care professionals may be concerned about adequate payment for providing services remotely, and lack of payment could affect their ability to invest in telehealth technologies. Similarly, differences in coverage may leave some patients without access to services that could be delivered via
telehealth. Federal policies have consequences for telehealth under the Medicare program, but states have a great deal of flexibility in other areas. States have taken different paths in reimbursement policies for Medicaid programs and, in some cases, for private carriers.

**Medicare**

Medicare, the federal insurance program for people age 65 and older and younger people with disabilities or certain conditions, began covering telehealth on a limited basis in 1997. Though Medicare is a federal program, it affects what states can do for vulnerable populations, including those dually eligible under Medicare and Medicaid. Over time, the program has expanded its scope in terms of telehealth, but many limitations remain in place.

Medicare specifies reimbursement only for certain telehealth modalities, services and locations, including geography. It limits coverage to live-video (real-time audio and video technology) telehealth for office visits, office psychiatry services and provider consultations. Store and forward methods are only covered in Alaska and Hawaii, the two exceptions to the live video policy, and remote patient monitoring is not covered at all.

Reimbursement for telehealth under Medicare is also dependent on the location of the beneficiary, or patient, receiving the services. The site of the patient—also known as the originating site—must be a rural location, which is defined as a Health Professional Shortage Area (HPSA) or in a county that is outside of a Metropolitan Statistical Area (MSA). In addition, while the provider can be remote, the originating site must be a medical facility, which includes certain settings such as hospitals, provider offices, critical access hospitals, rural health clinics, federally qualified health centers, skilled nursing facilities and community mental health centers. This restriction excludes settings such as patients’ homes.

States have the ability, through the Affordable Care Act (ACA), to use telehealth in integrating coverage for the dually eligible under both Medicare and Medicaid. Currently, Georgia, New York and Virginia cover telehealth services for their dually eligible populations through the Centers for Medicare and Medicaid Services (CMS) Capitated Financial Alignment Model for Medicare-Medicaid Enrollees. And under CMS approval, Virginia has waived some of the Medicare barriers to telehealth. For example, Virginia allows plans to use and reimburse for telehealth in rural and urban settings, including store and forward and remote patient monitoring services.

At least two pending congressional bills would affect telehealth practices for Medicare. The Medicare Telehealth Parity Act (HR 2948), one of several proposed federal pieces of legislation, would expand telehealth under the Medicare program. Among other things, it would amend the definition of an originating site and direct the Government Accountability Office to study the effectiveness and savings of certain telehealth services. The Telehealth Enhancement Act (HR 2066) also seeks to expand telehealth under Medicare, including by expanding originating sites and authorizing accountable care organizations to include telehealth and remote patient monitoring as supplemental health care benefits, as well as in a national pilot on payment bundling. Both bills were introduced in 2015 and remain under consideration at time of publication.

Many state policymakers and telehealth stakeholders view the Medicare policies as burdensome barriers to telehealth growth. Because of the restrictions, many states are now leading the way with innovative policies for programs that fall under their purview.

**Medicaid**

States have significant control and flexibility in their Medicaid programs, unlike in Medicare, including the ability to decide Medicaid coverage and reimbursement for telehealth. According to CMS, “states are encouraged to use the flexibility inherent in federal law to create innovative payment methodologies for services that incorporate telemedicine technology.” State policy typically determines what constitutes telehealth; the types of technologies, services and providers that are
eligible for reimbursement; where telehealth is covered and how; and other guidelines.

Based on analysis from the Center for Connected Health Policy, the American Telemedicine Association and NCSL research, telehealth coverage and reimbursement in state Medicaid programs vary considerably:\(^2^8\)

- Almost all states (49) and the District of Columbia have some coverage for telehealth.
- Nearly all reimburse for live video telehealth.
- Nine states—Alaska, Arizona, California, Illinois, Minnesota, Mississippi, New Mexico, Oklahoma and Virginia—reimburse for store and forward services.
- At least 17 states have some reimbursement for remote patient monitoring (RPM) in Medicaid: Alabama, Alaska, Colorado, Illinois, Indiana, Kansas, Louisiana, Maine, Massachusetts, Minnesota, Mississippi, New York, South Carolina, Texas, Utah, Vermont and Washington, plus Pennsylvania and South Dakota, who reimburse for RPM through their departments of aging.
- Most states specifically exclude—or do not specify inclusion of—email, phone and fax in their definitions of telehealth services that can be reimbursed.

Within these reimbursement structures, there are many nuances among states. For all modalities, states may restrict the types of services and specialties, the types of providers and the location of the patient in order to be eligible for reimbursement.\(^2^9\) For example, 48 states have some coverage for mental or behavioral health services provided via live video, whereas eight states reimburse for telehealth under their home health services.\(^3^0\) In addition, 19 states allow fewer than nine provider types to receive reimbursement for telehealth (including four states that allow reimbursement only for physicians), while 15 states and the District of Columbia do not specify the type of provider.\(^3^1\)

Though some states created geographic limits similar to Medicare, requiring that patients be located in rural settings, the trend increasingly is for states to remove these restrictions: The majority of states do not currently have rural requirements. For example, Nevada, Michigan...
and Missouri removed their geographic restrictions in recent years, and Colorado (HB 1029) removed its requirement during the 2015 legislative session.

States may also require other conditions for Medicaid reimbursement for telehealth. They include, for example, the type of site that can be an originating site (where the patient is located) or distant site (where the provider is located), and whether another provider must be present with the patient as a “telepresenter.” Currently, states are relatively split in regard to these requirements. Twenty-four states and the District of Columbia do not specify a patient setting or patient location as a condition of payment.32 Half of all states allow a patient’s home to serve as an originating site, and 16 recognize schools or school-based health centers.33 And 28 states and D.C. do not require a telepresenter during the telehealth encounter or on the premises during the service.34

As states continue to transform the ways they deliver and pay for care, telehealth is one tool that may be deployed within state reforms. For example, 24 states allow telehealth services under Medicaid managed care.35 In some respects, alternative models such as Managed Care Organizations (MCOs) and Accountable Care Organizations (ACOs) that typically have capitated payments (e.g., per member, per month) or global payments for patient care have greater ability to cover telehealth. These approaches often emphasize care coordination, and the payment models share risk while providing incentives for positive outcomes and value of care over volume of services. These models may offer more flexibility and incentive to offer services via telehealth. In fact, some argue that the fee-for-service model is a barrier to telehealth.36 The global payment structure in MCOs and ACOs may allow hospitals, clinics and other providers the ability to invest some resources in telehealth, and realize the benefits and cost savings in the future.37

States can experiment with some of these alternative approaches through Medicaid state plan amendments, waivers and grants. Alabama, Iowa, Maine, New York, Ohio and West Virginia have used state plan amendments that include telehealth in their health home proposals. Kansas, Pennsylvania and South Carolina have
used waivers to cover remote patient monitoring for long-term care services. In addition, components of Vermont and Oregon’s State Innovation Model (SIM) grants from the Center for Medicare and Medicaid Innovation (CMMI) included telehealth pilots. Massachusetts uses SIM funds to support behavioral health integration in primary care, including through telehealth. Hawaii also received support from CMMI for its State Innovation plan, which included expanding telehealth services, and Arkansas similarly included telehealth as a tool to increase availability and access to services. As lawmakers examine telehealth, they may consider it within the context and goals of any of these experiments, or within other state delivery or payment system reforms. Telehealth policies around reimbursement in particular may need to be examined or developed to promote reform goals—aligned with the triple aim—of containing costs and/or better coordinating care to improve health.

**Private Payers and State Employees**

Many states have adopted policies related to private payers, including coverage and reimbursement of telehealth in order to facilitate wider access and adoption. State laws governing private payers vary: Some stipulate certain criteria if payers choose to cover telehealth; some require coverage of telehealth for certain services, certain populations or all beneficiaries; and others require certain payment for telehealth.

In states that mandate reimbursement, some require that reimbursement is “equivalent to” or at the same rate as in-person services. Others—such as Colorado, Missouri and Virginia—require payment “on the same basis,” as in-person services, which some argue may better take into account cost differences that could be achieved through telehealth, such as lower facility and administrative fees. Currently, 32 states and the District of Columbia have telehealth parity laws, some of which will go into effect in 2016 or 2017. Full parity—which exists in at least 23 states and the District of Columbia, according to the American Telemedicine Association—is considered when both coverage and reimbursement are comparable to in-person services. Many states with parity laws stipulate that telehealth services are subject to the terms and conditions of the contract, or similar language.
Regardless of parity laws, some private insurers choose to cover telehealth services for all or a select segment of their members. For example, through Live Health Online, Anthem offers online live video telehealth visits with providers as a covered benefit for members in most of their commercial markets. These services are also available for a fee to non-members.

All states provide health insurance coverage for their employees. While there is significant variation between individual states, states collectively paid about $25 billion in 2013 to insure their employees. State employee health coverage is a significant portion of state health spending, second only to Medicaid. Twenty-four states allow some type of coverage for telehealth in state employee plans, with 21 extending the coverage through their parity laws.

For states considering health care reforms, including telehealth implementation, employee plans can provide a model for other employers or serve as a demonstration for potential new policies and services. North Dakota, for example, recently enacted legislation (HB 1038) to pilot telehealth in its employee health program.

Coverage and Reimbursement Policy Checklist

- Examine existing policies related to telehealth reimbursement and coverage in your state. Ask questions such as: Which providers can be reimbursed? For which services and telehealth modalities? Where must a provider or patient be located to ensure payment or coverage? What other policies affect coverage and reimbursement?

- Consider existing definitions of telehealth, and to what extent they may enable or constrain telehealth. Explore other states’ definitions; weigh benefits and obstacles to promoting consistent language across states to help standardize telehealth.

- Look at Medicaid and state employee reimbursement policies and, if appropriate, consider expanding covered services.

- Evaluate the benefits of telehealth expansion within the context of other state needs. Consult with stakeholders and/or consider studying the potential initial costs associated with increased service utilization versus other state budget needs and the potential to save money in the future.

- Work with private carriers to determine if coverage requirements would help promote growth of telehealth in your state. If so, consider the level and requirements of parity.
LICENSURE

Licensure, and license portability, is an important issue for states looking at expanding provider networks beyond its borders through telehealth or other means. Licensing policies can also help address existing workforce shortages and the greater provider workloads resulting from more insured patients through the ACA.

Licensure is the responsibility of each state, which determines the qualifications to be licensed providers within its borders and the services and circumstances for health care practice. Through licensing, states have the authority to protect patients located in their borders and hold health care providers accountable to their practice, patient safety and liability laws. Telehealth can be delivered under current state licensure laws. Licensing is based on the location of the patient—providers abide by laws and requirements in the state where the patient receives services—which poses challenges for providers and states seeking to expand access across state lines, particularly through telehealth.

Licensing Options

Most providers are licensed in the state in which they practice health care, and providers wishing to practice in other states can apply for full licenses in those states. Credentialing, which is discussed on page 19, is another issue in telehealth related to licensure.

In order to provide services via telehealth across state lines, some states grant temporary licenses, telehealth-specific licenses or have reciprocity with neighboring states. Wyoming, for example, offers a temporary, expedited license for telehealth for physicians and physician assistants. Nine states—Alabama, Louisiana, New Mexico, Nevada, Ohio, Oklahoma, Oregon, Tennessee and Texas—have special licenses related to telehealth.45 These allow physicians to provide services remotely across state lines, and typically include certain terms, such as agreeing not to set up a physical office in the state. Other vehicles for out-of-state practice, though used less often, include reciprocity and endorsement. Some states, such as Alabama and Pennsylvania, have agreements with other states to grant a license to out-of-state physicians that reciprocally accepts the home-state license. Endorsement, as in Connecticut, simply allows an out-of-state physician to obtain an in-state license based on his or her home-state standards.46

Interstate compacts are another avenue for cross-state licensing that may promote and expand telehealth. Compacts are formed when a certain number of states enact the same legislation, with specific language that must be adopted. Joining a compact is voluntary on the part of the provider in compact states. States maintain their authority to monitor and discipline providers in their states, and both the home and other compact states have jurisdiction to do so over the health care professionals providing care within their borders. Compacts have the ability to expand provider networks, facilitate expedited help from out-of-state providers in the wake of disasters, and allow states to share information about bad actors. On the other hand, some parties may resist compacts for fear of losing authority, and others are concerned about costs for the state or providers related to implementing compacts.

Licensure compacts have been created for providers such as physicians, nurses and advanced practice registered nurses. The Federation of State Medical Boards’ (FSMB) Interstate Medical Licensure Compact for physicians was first introduced in 2015. This compact creates an expedited process for eligible physicians to apply for licensure in compact states. It is intended to allow for a less onerous and time-consuming process for physicians seeking licenses in multiple states. Though the compact enables full licensure not specific to telehealth, one of the goals was to increase access to care through telehealth. Eleven states (Alabama, Idaho, Illinois, Iowa, Minnesota, Montana, Nevada, South Dakota, Utah, West Virginia and Wyoming) passed the medical licensure compact language in 2015, all by large margins in their legislatures—more than the minimum number of seven required to put the compact into effect.
Two representatives from each state that approves the compact sit on the Interstate Commission, which will provide the administration and oversight, including developing and enforcing rules. The commission met for the first time in October 2015.

Other providers also have interstate compacts, which allow practice—including telehealth—across state borders. The Nurse Licensure Compact preceded FSMB’s physician compact; it has been in existence for about 15 years with 25 states participating. The Nurse Compact creates a multi-state license similar to a driver’s license, where the license is recognized in the home state and other compact member states. This is different from the medical licensure compact that has an expedited approval process but still requires physicians to obtain licenses from each state where they practice. The model language for this compact was recently revised, and beginning in 2016, existing states and those wishing to join will need to pass the new language. Many of the modifications to the language were made based on feedback from states. The compact will go into effect after 26 states join or by Dec. 31, 2018, whichever occurs first. Similar to the Nurse Licensure Compact, an Advanced Practice Registered Nurse Compact

PROJECT ECHO

In some cases, providers can consult with each other across state lines without running into licensure issues. Project ECHO (Extension for Community Healthcare Outcomes) is an example of a provider consultation model using telehealth. The project began in New Mexico as a way to build capacity among primary care providers based in rural, underserved areas. Through weekly teleECHO (telemedicine) clinics, primary care clinicians receive support and advice from a specialty care team. In addition to building primary care providers’ knowledge and efficacy in certain diseases, the model reduces the isolation of rural providers, increases their satisfaction, expands patient access, and has been shown to achieve care comparable to that delivered in a specialty clinic. There are now 39 ECHO hubs operating in 22 states. For example, during the 2015 legislative session, Missouri appropriated funds to support ECHO clinics.

Source: University of New Mexico School of Medicine, Project ECHO
will also be new in the 2016 sessions. Other examples of interstate compacts include EMS personnel, which was introduced in 2015 in seven states, and pending compacts for psychologists and physical therapists.

Federal Efforts

Two pieces of legislation that would affect licensure in Medicare and the Veterans Administration (VA) have also been introduced in Congress. These acts would supersede state requirements around licensure, laws and regulations, and essentially create one license (similar to the driver’s license model) in the Medicare and VA programs. The TELE-MED Act (TELEmedicine for MEDicare Act of 2015; SB 1778 and HB 3081) would allow some Medicare providers to offer telehealth services to other Medicare beneficiaries across state lines. The jurisdiction would lie with the licensing or authorizing state. The Veterans E-Health & Telemedicine Support Act of 2015 would allow a health care professional authorized to provide care through the Department of Veterans Affairs and licensed in any state to provide services via telehealth, regardless of where the provider or patient is located.

Related Issues

Outside the licensure realm, several other issues may be of interest to legislators. Some of these issues may be contentious and, according to an Institute of Medicine (IOM) report, “practice standards, scopes of practice and other regulatory issues are increasingly polarizing stakeholders.”49 In many cases, state lawmakers may wish to stay informed about these issues, and in a handful of cases, states are taking action in these areas.

- **Liability:** Most providers may be covered for telehealth under existing liability coverage; however, much of this area is still unsettled and could be a barrier to telehealth. In fact, some of the unresolved issues (described later) involving patient-provider relationships, informed consent and practice standards relate to liability.50 For example, state requirements around informed consent for telehealth can have liability implications. State policies on liability also differ and can create issues around interstate practice. Legal issues related to liability also include policy coverage for care via telehealth and for patients in other states; applicable state and federal privacy and security laws; and record retention policies. Lawmakers may want to be aware of existing legal considerations and differences in the application of telehealth, as well as new liability considerations that may arise.

- **Scope of Practice:** Scope of practice describes what a health professional can and cannot do to or for a patient. A professional’s scope of practice is often based on the education, training and experience typical for that profession. Scope of practice is defined by state professional regulatory boards, often with guidance from state legislatures, and therefore regulations vary by state. Telehealth laws do not change a provider’s existing scope
of practice; telehealth can be practiced with a state’s existing scope of practice for all provider types. Providers may need to be aware of applicable standards of care and laws on supervision and collaboration through telehealth. While separate from licensure, some states may need to look at scope of practice for some disciplines as they address out-of-state providers, workforce shortages (especially behavioral health) and interstate compacts because of differences in state laws.

• **Credentialing and Privileging:** Credentialing and privileging are undertaken by health care facilities to verify providers’ proficiency and expertise through data collection. This can be an issue in telehealth when a provider needs credentialing and privileging at each health care facility at which he or she is treating patients via telehealth. Facilities in some cases can allow credentialing and privileging by proxy, relying on the decisions of the other facility. This issue is often being handled by facilities themselves, but some states have gotten involved to help facilitate telehealth. Oregon, for example, enacted legislation in 2013 requiring the Oregon Health Authority to adopt uniform documentation requirements for credentialing providers using telehealth.

• **Provider Training and Education:** Many assert that to improve telehealth adoption and use, students and providers in health care professions need to be trained in telehealth modalities. While telehealth training may occur in pockets, some stakeholders argue that it is not keeping up with the pace of telehealth. Incorporating training into education could help more students leave with the knowledge and skills to work effectively with patients remotely. Providers already delivering care may also need support to understand and implement new technologies. State policymakers may want to consider ways to encourage state-sponsored education that includes telehealth or examine mechanisms to support ongoing provider training.

---

**Licensure Policy Checklist**

- Consider the role for legislation related to licensure and workforce issues in telehealth. Consult with stakeholders, including provider boards, providers, payers (who are responsible for creating adequate networks) and consumers. Consider language in legislation to help provide appropriate guidance to boards.
- Look at current workforce or access gaps and consider ways to facilitate coverage through telehealth. Assess opportunities for allowing providers to practice across state lines, including reciprocity or joining interstate compacts.
- Assess the role of licensure in existing or new payment and delivery reforms. If applicable to your state, examine ways to streamline licensure.
- When creating legislation, consider language that includes or can apply to all provider types, including those who may provide telehealth services in the future.
SAFETY AND SECURITY

Telehealth is widely used in a number of contexts and for a number of services. In some cases it may ensure or improve patient safety by providing high-quality care that is more timely, accessible or appropriate. Remote patient monitoring, for instance, may be especially beneficial for seniors by keeping them safe and healthy in their homes. Live video counseling with a provider, or even an avatar (an image that represents another person), can help some patients with mental health disorders feel more comfortable. New technologies can also improve care, as in new pill bottles, for example, that can help remind patients about taking medication and allow providers to monitor adherence from a distance.

With excitement about the potential for telehealth has also come concerns for ensuring that services provided remotely are as safe and comprehensive as in-person care. Some argue that this concern needs to be addressed without holding telehealth to a stricter standard than traditional health care delivery. Many policymakers are balancing the rapid acceleration of technology and telehealth and its potential benefits with the responsibility to ensure safe, quality care for their constituents.

The standard of care—what another similarly trained and equipped provider would do in a similar situation—applies to health care providers regardless of the means of service delivery. Therefore, the standard of care and best practices for each health care profession should similarly govern safety in telehealth. In other words, because telehealth is simply a modality of delivering care, the standard of care for each type of service still applies. Some assert there is little or no need for other additional safeguards because the standard of care, as well as best practices and malpractice contingencies, will rein in any outliers in telehealth. As it is further employed, the standard of care of telehealth is likely to evolve.

Best practices and practice guidelines are also, according to the IOM, the “key to the future of telehealth” and will similarly grow as evidence and use advances. Some state regulatory boards have adopted guidelines around standards for providing care via telehealth. In addition, several organizations—including the American Medical Association (AMA), the American Telemedicine Association (ATA) and the Federation of State Medical Boards—have also put forward best practice guidelines for safe use of telehealth. For example, the AMA developed model state legislation, which provides guidance on establishing a provider-patient relationship. The ATA has a set of practice guidelines that cover different health care services in telehealth. FSMB’s guidelines provide guidance for state medical boards.

Some states are also getting involved in ensuring patient safety by defining which services are appropriate to be delivered through telehealth (as described in the reimbursement section), creating guidelines establishing a patient-provider relationship, and mandating certain informed consent requirements.

Patient-Provider Relationships and Prescribing

In telehealth, as with other modes of care, patients should trust that providers will offer necessary information for patients to make decisions about care. They should also expect competent care, assurance of privacy and confidentiality, and continuity of care. Providers’ ethical responsibilities remain the same with telehealth, but differences in possible patient-provider interactions in telehealth have brought accountability and the patient-provider relationship to the forefront in discussions about telehealth safety. Some states are examining specific guidelines for those relationships. In many cases, these requirements seek to ensure that providers have adequate information about a patient prior to treatment. As an avenue for service delivery, telehealth ideally would be integrated into regular, coordinated care and services. However, there is some concern about fragmented care from different providers or duplication of services. With that is concern that certain providers could deliver care without the proper medical history or information, which could endanger patients and also jeopardize the growing telehealth field. On the other hand, there remains
unease about creating higher standards for telehealth that can inhibit access to care.

At the crux of the patient safety issue are questions about whether and how a patient-provider relationship can be established via telehealth. The majority of states allow a patient-provider relationship to be established via telehealth. Some states have laws requiring an initial “face-to-face” visit or an exam; however statutes are not always clear whether “face-to-face” means in-person or via live telehealth interaction. In these cases, it is often up to provider boards to interpret and set policies. A few states specifically require an in-person visit or exam. Arkansas, for example, enacted legislation in 2015 (SB 133) that designates specific requirements for determining a professional relationship, such as conducting a prior in-person exam or “personally [knowing]” the patient.\(^*\) Alabama, Georgia and Texas also require an in-person follow-up after a telehealth visit. Many stakeholders are wary of requiring in-person visits because of the additional burden placed on the patient to seek in-person care, which could help recreate some of the barriers telehealth seeks to remove.

The patient-provider relationship also comes into play in prescribing medication. Federal law—the Ryan Haight Act—governs controlled substance prescribing via telehealth. State laws also govern a provider’s authority to prescribe, including provider board rules and regulations that set the standard of care for prescribing. State pharmacy practice acts also regulate the standard of care for pharmacists. The accepted standard of care is for a provider to conduct a medical exam prior to prescribing a medication.\(^*\) As with telehealth in general, some states allow the exam through telehealth. However, almost all states specifically do not allow an online questionnaire alone to count as an exam, because it relies solely on patients to provide their medical history and other applicable information for a provider, which is not keeping with the standard of care.\(^*\) For example, Idaho’s 2015 legislation (HB 189) that defined professional relationships included a clause that treatment based solely on an online questionnaire does not constitute an acceptable standard of care. Most stakeholders agree that if providers can prescribe and dispense medications via traditional means, they should be able to do so via telehealth as well, provided they can establish a relationship and gather the necessary information.

**Informed Consent**

Informed consent is a process by which a patient is made aware of any benefits and risks

---

*At the time of publication, the Arkansas State Medical Board had a proposed rule pending that would allow establishment of the patient-physician relationship via telehealth in certain circumstances.*
Informed consent also relates to providers’ liability and legal exposure. In the case of telehealth, it may be particularly beneficial for patients to know the potential risks and understand that a condition or treatment may require a provider to defer to in-person services. In terms of informed consent, some states are creating policies specifically related to telehealth.

Currently, 29 states have some type of informed consent policies. This requirement may apply to different arenas—e.g., all providers or just the Medicaid program, or even specific services, depending on the origination (statute, administrative code, Medicaid policy) and intent of the policy. States that require informed consent also vary in whether they require written or verbal consent. Less than 10 states require some type of written consent.

Informed consent also provides patients the option to decline a service or treatment. In Colorado, for example, the law requires providers using telehealth to give patients a written statement of informed consent that includes their right to refuse services delivered by telehealth at any time without losing or withdrawing treatment.

Related Issues

Telehealth considerations often bring related issues such as fraud, abuse, data security and the federal Health Insurance Portability and Accountability Act (HIPAA) to the discussion. Some argue that privacy and security must be addressed to advance telehealth and ensure providers’ and patients’ trust in telehealth.

Fraud and abuse of services delivered through telehealth can be monitored in the same ways as other health care services. The risk of provider abuse or fraud in telehealth may not necessarily be higher than any other mechanism of care. One provider who bills for a disproportionate amount of telehealth services may warrant an audit, for instance, just as it would be justified for a provider with outlying data in any service provided through traditional care. Including a unique identifier in the data can help stratify telehealth so it can be monitored separately. As telehealth expands, the implications of various federal and state fraud and abuse laws could create more liability concerns for providers.
and may be an area to watch.

Security of patient health data and compliance with HIPAA are also considerations. Patient privacy, confidentiality and data security need to be protected at all stages of a telehealth encounter, as it would be in traditional forms of care delivery. Telehealth services need appropriate protocols and measures to protect patient security and integrity of data at the patient end of the electronic encounter, during transmission, and among all health care professionals and other personnel who may be supporting the technology. Audio, video and all other data transmission should be secure through the use of encryption that meets recognized standards. Security features such as multi-factor authentication and the ability to remotely disable or erase personal health information are also examples of ways to protect mobile device use.

Some providers and others are paying particular attention to HIPAA compliance in telehealth technologies and electronic health records systems. However, using telehealth does not change existing security guidelines or responsibilities under HIPAA, and entities such as providers and insurers are subject to the same standards as in-person care. Business associates, such as technology services that help deliver health information, are also defined under HIPAA and may need to be examined under telehealth protocols and policies. Whether, and the extent to which, state policy is needed is still emerging. However, some stakeholders also believe the federal law—which supersedes state law, except in the cases of more stringent state laws—provides enough guidance.

### Safety and Security Policy Checklist

- Study existing statutes to see whether and where clarity might be needed to help guide safe telehealth policies and practices. For example, look at definitions of patient-provider relationships or examinations and consult with stakeholders about changes or considerations.
- In looking at existing or new legislation, balance the constraints being placed on telehealth with the need to safeguard patient privacy, safety and security.
- Examine how data are collected on health care services delivered by telehealth. Data collection that includes a telehealth identifier for billing purposes (as Medicare does) helps in evaluating programs and monitoring for fraud and abuse.

### CONCLUSION

Telehealth is a rapidly growing field that has the potential to help states leverage a shrinking and maldistributed provider workforce, increase access to services, improve population health and lower costs. State leaders are grappling with how to capitalize on this potential while safeguarding state investments in telehealth and ensuring patient outcomes and safety. Reimbursement, licensure and patient safety will continue to be issues for state policymakers to consider, along with new challenges and opportunities, as telehealth grows and develops.
OVERALL FRAMEWORK FOR CONSIDERING TELEHEALTH

- Telehealth is a tool for delivering care. Help guide policy discussions that center on telehealth’s ability to extend existing health and long-term care services with technology, versus describing telehealth as a new service.

- Conduct a needs assessment to find out where telehealth services are already being used and where investing in telehealth may be most effective. Identify model programs that may be replicable in your state (e.g., university, private hospital systems, etc.). Study existing laws and best practices that may also apply in telehealth (e.g., standard of care).
• Convene a variety of stakeholders from all sectors and perspectives to help ensure the best information is available when considering policy decisions. Consider all types of health care providers (e.g. physicians, nurse practitioners, physician’s assistants, psychiatrists, etc.), state boards, community health centers, hospitals and payers, as well as consumers, patients and family caregivers.

• Telehealth is changing and growing rapidly. Consider the level of oversight needed to ensure that services are effective in terms of cost and outcomes, and balance those needs with potential unintended consequences or future hurdles as telehealth develops.
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